
International Journal for Research in Engineering Application & Management (IJREAM) 

ISSN : 2454-9150    Vol-05,  Issue-03, June 2019 

283 | IJREAMV05I0351076                          DOI : 10.35291/2454-9150.2019.0214                     © 2019, IJREAM All Rights Reserved. 

 

A Passive Technique based on CWT FFT for 

Region Duplication Detection in Digital Images 

Ms. Preeti Kale, PhD Student , Department Of Electronics Engineering Dr.BAMU, 

Aurangabad.(MS).India. preetikale100@gmail.com 

Dr. Vijayshree A. More, Associate Professor, Department of Electronics & Telecommunications 

Engineering, JNEC, Aurangabad. (MS) India.  vijayshreemore@gmail.com 

Dr. Shinde Ulhas, Principal, CSMSS Chh.Shahu College Of Engineering, Aurangabad. (MS) 

India. drshindeulhas@gmail.com 

Abstract: Copy move forgery is the widespread type of image forgery witnessed in the contemporary world .In such 

cases a segment of an an image copied there-after pasted on at another position  of same image. Here in this paper, we 

used Complex Wavelet features to find the Image Duplicates. The approximation band is divided into 6 sub bands and 

eventually Fourier Transform is applied on each part. Phase correlation is used to find the duplicate regions. This 

technique is compared with state of the art techniques by experimenting various parameters like Detection Accuracy 

(DA), False Positive Rate (FPR) , False Negative Rate (FNR). The analysis proved that CWT-FFT technique is able to 

detect copy-move forgery attack with high Detection Accuracy than other existing methods. 

Keywords —Complex Wavelet Transform, Copy-move Forgery, Digital Image Forensics, Fast Fourier Transform, Region 

Duplication. 

I. INTRODUCTION 

The methods for detection of forgeries in digital images are 

mainly divided into two categories named as Active and 

Passive methods. Digital watermarking [1] is an example of 

the Active Detection method. In this process signature, date 

and name are basically used for forgery detection. The 

several active methods require software and hardware 

equipment for comparing forged and original image 

information. Hence, Active methodologies are costly. Using 

Passive Detection methods, it is possible to detect the 

forgery in images without using original image watermarks 

or signatures. So the Passive methods are also referred to as 

Blind Techniques. They don't require any of a priori 

information. Such techniques are used when forged image 

leaves no visual hint for identifying alteration although 

some significant changes are made to the image. These 

passive methods are based on post-processing of digital 

image data. To identify the copy-move attack is more 

challenging when some geometrical attack (rotation, 

rescale) or (and) post-processing operations (additive 

Gaussian noise, blur, adjustment of brightness) are used by 

attacker on copy-move region, so that the forged image 

looks like natural one. 

II. PROPOSED WAVELET TRANSFORM AND FFT 

BASED METHOD FOR REGION DUPLICATION DETECTION 

Traditionally, Wavelet Transform based region duplication 

detection method was used, in order to extract features from 

image blocks. Initially, authors used Wavelet 

Transformations i.e. Dyadic Wavelet Transform (DyWT), 

Discrete Wavelet Transform (DWT) etc. and decomposed 

input or test image into sub bands, viz., approximation, 

horizontal, vertical and diagonal sub-bands. Approximation 

sub band  plays the major role in the detection of duplicate 

image regions because of low entropy. The energy 

coefficients of approximation sub-bands are the features of 

the image. In the proposed work, we use Complex Wavelet 

Transformation. The proposed method is explained in detail 

in the below  Section. 

Here, in this method, we applied CWT on a possibly 

forged image and obtained the six sub bands of it. After 

dividing the Approximation sub bands into nine equal non 

overlapping sub images, Fast Fourier Transform (FFT) [36] 

is applied on each sub image and the normalized cross 

power spectrum [37] of every pair of sub images is 

computed. Next, Inverse FFT is applied to the normalized 

cross power spectrum and its peak value is obtained using 

Phase Correlation method [38]. Extraction of the peak helps 

in calculation of the offset between the copy-move regions 

in the forged image. Thereafter, the forged image is shifted 
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by the calculated off set and the shifted version is overlaid 

on the original one.  

 

Fig. 1. Pixel Matching by Image Shifting. 

The difference between the new image obtained after the 

overlap operation, and the original image, is calculated. If 

the difference is less than a user defined threshold, then we 

can infer that the corresponding pair of sub images, 

contains the duplicated regions. 

In detail, the basic steps of the proposed methodology are 

given as follows: 

1. Complex Wavelet Transform is applied on the possibly 

forged image. Let its approximation sub band be 

represented by LL1. 

2. LL1 is further divided into nine equal  non overlapping 

fixed size sub images I1, I2, ......... I9. 

3. FFT is applied on each sub image and the normalized 

cross power spectrum Pc(u, v) of every pair of sub images 

is computed by the following standard procedure: 

Let image f1(   ) is shifted by (∆x, ∆y) to get the image 

 f2(   ) given by  

  (   )    (         )-----------------(1) 

The Fourier Transform of f1(   ) and f2(   )should satisfy 

the following condition: 

  (   )    (   )   (       )   ------------------(2) 

where   (   ) and   (   )are Fourier transforms of  

  (   ) and      (   )  respectively. The normalized cross 

power spectrum is given by: 

   (   )=
  ((   )    (   )

|  (   )    (   )|
 =  (       )---------------(3) 

where * and |.| represent the complex conjugate and 

magnitude respectively. 

Next, the inverse Fourier Transform of     (   ) , denoted 

as  (   ) is computed, and the peak in p(   ) is obtained 

using the Phase Correlation method. The peak gives us an 

estimate of the spatial offset (       )between copy-

moved regions contained in the two sub images. 

The spatial offset (       ) in the sub images, would 

exactly correspond to the spatial offset by (∆x, ∆y)  

between the copy-moved regions in the original image. 

4. If the input image       (   ) is shifted by , (∆x, ∆y)  the 

shifted image       (   ) can be defined as  

      (   )={
 (         )     (   )          

                                (   )                
 --(4) 

where         represents the overlapping portion 

in        (   ) as shown in Fig. 1 

5.  Matching segments are obtained by calculating the 

difference between        (   ) and        (   )  as: 

      (   )  |      (   )        (   )| -----(5) 

 

 
 

Fig. 2. CWT-FFT Based Copy-Move Forgery Detection. 

(a)-(b) Original image. (c)-(d) Duplicate Regions Detected. 

6. If       (   )    , where T is user defined threshold, 

we infer that the corresponding sub-images contain the 

duplicate regions. 

In Fig. 2 the Detection of Duplicate Region Using CWT-

FFT Algorithm is shown. Fig. 2(a) -(b) Test images.  

The Output Using Proposed Algorithm  presented in Fig. 

2(c)-(d).  

In the next section,  the experimental results and analysis 

are  presented in detail. 
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III. EXPERIMENTAL RESULTS & 

EVALUTION 

Table 1. Comparative Results Of  Detection Accuracy. 

     Method  

   DA (%) 

(Minimum) 

 

  DA (%) 

(Maximum) 

 

 DA (%) 

(Average) 

PCA-DCT Based 

Method 

90.8874 98.9218 98.0812 

DCT Based Method 91.8856  97.7396 97.1023 

Improved DCT Based 

Method 

91.9978  98.79010 97.0343 

Efficient DCT Based 

Method 

91.0452  98.9200 98.0108 

DyWT Based Method 93.6267  98.7541 98.1238 

Zernike Based Method 94.0318  98.9674 98.0929 

Proposed Method 

CWT-FFT 

95.9860  99.3493 99.1239 

Table 1. Comparative Results Of Detection Accuracy. 

 

Method 
 

  DA (%) 

(Minimum) 

 

  DA (%) 

(Maximum) 

 

 DA (%) 

(Average) 

 

PCA Based  

Method 

 

89.1452 

 

96.9930 

 

96.8309 

 

SVD Based 

Method 

 

91.3128 

 

98.8980 

 

98.1076 

 

Here, the experimental evaluation results for the proposed 

algorithm is presented in above section. All 

implementations are performed in MATLAB Image 

Processing Toolbox. 

We performed our experiment on the test images of size 

256_256 pixels collected from CVG UGR [46] and USC 

SIPI Image Database [47].  

We have evaluated the performances of the proposed 

algorithm, and compared them following the benchmark 

parameters.  

Detection Accuracy (DA) is directly proportional to 

number of directly detected copy-move pixels, 

mathematically given as: 

     DA=
                                        

                                     
 100%------(6) 

                     CMP: Copy  Move Pixels      

False Positive Rate (FPR) is the proportion of absent 

events that yield positive test outcomes or proportional to 

number of falsely detected pixels in copy move region  

That is, 

FPR=
                                     

                                    
      ----(7) 

                    CMP: Copy  Move Pixels      

   Table 2. Comparative Results Of False Positive Rate. 

            Method    FPR(%) 

(Minimum) 

   

  FPR (%) 

(Maximum) 

FPR(%) 

(Average) 

PCA Based Method 5.9806 8.8729 8.0195 

SVD Based Method 5.1087 7.8903 7.0130 

PCA-DCT Based 

Method 

4.8907 6.9695 5.9039 

DCT Based Method 6.8769  7.9897 7.0325 

Improved DCT Based 

Method 

4.2014  5.9908 4.9859 

Efficient DCT Based 

Method 

3.8650  5.9760 4.0638 

DyWT Based Method 18.7680  21.7089 21.0849 

Zernike Based 

method 

11.0287  14.8912 14.0070 

Proposed Method 

CWT-FFT 

2.01653 4.4878 4.0619 

Table 3. Comparative Results Of  False Negative Rate. 

     Method  FNR(%) 

(Minimum) 

   

FNR (%) 

(Maximum) 

 FNR(%) 

(Average) 

PCA Based Method 1.0956 3.718 3.1016 

SVD Based Method 1.0978 2.0876 1.6073 

PCA-DCT Based 

Method 

1.0078 1.8400 1.1908 

DCT Based Method 1.2980 2.7283 2.1546 

Improved DCT Based 

Method 

1.0280 1.994 1.5537 

Efficient DCT Based 

Method 

1.0217 1.7692 1.4284 

DyWT Based Method 1.5920 2.8743 1.14507 
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     Method    FNR(%) 

(Minimum) 

   

   FNR %) 

(Maximum) 

 

 FNR(%) 

(Average) 

Zernike Based 

Method 

0.8970 1.0608 0.9829 

Proposed Method 

CWT-FFT 

0.2268 0.7992 0.6682 

 

False Negative Rate (FNR) is the proportion to the 

undetected pixels, presented in duplicate or copy-move 

region. That is, 

        FNR=
                                 

                                
×100%------(8) 

In our experiments, the performance characteristics of the 

various techniques presented in Table 1,Table 2 and Table 

3, in terms of Detection Accuracy, False Positive Rate and 

False Negative Rate. 

The minimum, maximum and average detection accuracy of 

are presented in Table 1. From Table 1 it is clear that 

among all eight state-of-the-art proposed methods CWT-

FFT displayed detection accuracy of 99.1239% which is 

highest among all.  

Because of the inherent properties of the CWT-FFT 

proposed method is an efficient method for feature 

extraction. Similarly, the results for False Positive Rate and 

False Negative Rate have been presented in Table 2 and 

Table 3 respectively.  

From Table 2, we can see easily that the false positive rate 

is trivial for all state-of-the-art.  

Our proposed method performed well against False Positive 

Rate amongst all eight state-of-the-art , methods as is 

evident from Table 2.  

The major challenge in the domain of image forgery 

detection is to reduce the number of false matches or the 

False Positive Rate. 

From Table 3 it can be observed that the proposed method 

performed well in case of false negative. It is because of the 

fact that detection accuracy is directly computed depending 

on the number of correctly detected 

Copy-moved pixels, while the false negative rate is 

computed according to the number of non-detected pixels in 

duplicate region. 

IV. CONCLUSION 

Meticulous research work has been carried out in the field 

of Image Forgery detection by profound researchers. 

Copy move is the most primitive type of attack on the 

images .The proposed CWT-FFT algorithm along with 

phase correlation is discussed in this paper. 

Experimental results are tabulated   and they validate that 

the CWT-FFT along with phase correlation technique 

outperforms latest techniques being implemented by the 

researchers. The  Detection Accuracy (DA),False Positive 

Rate (FPR) and False Negative Rate (FNR) parameters are 

used for comparison. 

REFERENCES 

[1]. Cox, I. J., Miller, M. L., Bloom, J.A., Fridrich, J., Kalker, T., 

“DigitalWatermarking and Steganography", Morgan Kaufmann 

Publishers, 2008. 

 [2]. Fridrich, J., “Steganography in digital media: principles, 

algorithms, and applications", Cambridge University Press, 2009. 

 [3]. Farid, H., “Image forgery detection", Signal Processing 

Magazine, IEEE, 2009, 26 (2), pp. 16-25 

 [4]. Sencar, H.T., Memon, N., “Overview of state-of-the-art in 

digital image forensics", Algorithms, Architectures and 

Information Systems Security, 2008, 3, pp. 325-348 

 [5]. Birajdara, G.K., Mankar, V.H., “Digital image forgery 

detection using passive techniques: A survey", Digital 

Investigation, 2013, 10, pp. 226-245 

 [6]. Savchenko, V., Kojekine, N., Unno, H., “A practical image 

retouching method", Proceedings of First  International 

Symposium on Cyber Worlds, 2002, pp. 480-48 

 [7]. Redi, J.A., Taktak, W., Dugelay, J., “Image splicing detection 

using 2-d phase congruency and statistical moments of 

characteristic function", Society of photo optical instrumentation 

engineers (SPIE) conference series, 2007, 6505, pp. 26 

 [8]. Redi, J.A., Taktak, W., Dugelay, J., “Digital image forensics: 

a booklet for beginners", Multimedia Tools and Applications, 

2011, 51, pp. 133-162 

 [9]. Mahdian, B., Saic, S., “A bibliography on blind methods for 

identifying image forgery", Signal Processing: Image 

Communication, 2010, 25, pp. 389-399 

 [10]. Christlein, V., Riess, C., Jordan, J., Riess, C., “An 

evaluation of popular copy-move forgery detection approaches", 

IEEE Transactions on Information Forensics and Security, 2012 6, 

pp. 1841-1854 

 [11]. Caldelli, R., Amerini, I., Ballan, L., Serra, G., Barni, M., 

Costanzo, A., “On the effectiveness of local warping against 

SIFT-based copy-move detection", Communications Control and 

Signal Processing (ISCCSP), 2012, pp. 1-5 

 [12]. Zhu, Y., Shen, X., Chen, H., “Copy-move forgery detection 

based on scaled ORB", Multimedia Tools and Applications, 2015 

pp. 1-15 

 [13]. Davarzani, R., Yaghmaie, K., Moza_ari, S., Tapak, M., 

“Copy-move forgery detection using multiresolution local binary 

patterns", Forensic science international, 2013 231 (1), pp. 61-72 

[14]. Cao, Y., Gao, T., Fan, L., Yang, Q., “A robust detection 

algorithm for copy-move forgery in digital images", Forensic 

science international, 2012 (214) 1, pp. 33-43 

[15]. Cao, Y., Gao, T., Fan, L., Yang, Q., “A robust detection 

algorithm for copy-move forgery in digital images", Forensic 

science international, 2012, 214, (1), pp. 33-43 

[16]. Wang, L., Zhang, Y., Feng, J., “On the Euclidean distance of 

images", Pattern Analysis and Machine Intelligence, IEEE 

Transactions on, 2005, 27, (8), pp. 1334-1339 



International Journal for Research in Engineering Application & Management (IJREAM) 

ISSN : 2454-9150    Vol-05,  Issue-03, June 2019 

287 | IJREAMV05I0351076                          DOI : 10.35291/2454-9150.2019.0214                     © 2019, IJREAM All Rights Reserved. 

 

[17]. Androutsost, D., Plataniotist, K.N., Venetsanopoulost, A.N., 

“Distance measures for color image retrieval", Image Processing, 

ICIP 98. International Conference on, 1998, 2, pp. 770-774 

[18]. Yap, P.T., Raveendran, P., “Image focus measure based on 

Chebyshev moments",Vision, Image and Signal Processing, IEE 

Proceedings-, 2004, 151, (2), pp. 128-136 

[19]. Fridrich, A.J., Soukal, B.D., Luk, A.J., “Detection of Copy-

move Forgery in Digital Images", in Proceedings of Digital 

Forensic Research Workshop, 2003 

[20]. Farid, A.P., Popescu, A.C., “Exposing digital forgeries by 

detecting duplicated image region" [Technical Report], Hanover, 

Department of Computer Science, Dart-mouth College. USA, 

2004 

[21]. Kang, X., Wei, S. Identifying tampered regions using 

singular value decomposition in digital image forensics", 

International Conference on Computer Science and Software 

Engineering, 2009, 3, pp. 926-930 

[22]. Sunil, K., Jagan, D., Shaktidev, M., “DCT-PCA based 

method for copy-move forgery detection", In ICT and Critical 

Infrastructure: Proceedings of the 48th Annual Convention of 

Computer Society of India, Springer International Publishing., 

2014,2, pp. pp. 577-583 

 [23]. Ting, Z., Ding, W.R.,” Copy-move forgery detection based 

on SVD in digital image", 2nd International Congress on Image 

and Signal Processing, 2009 

 [24]. Zhang, J., Feng, Z., Su, Y., “A new approach for detecting 

Copy-move forgery in digital images”, 11th IEEE Singapore 

International Conference on Communication Systems, 2008, pp. 

362-366 

 [25]. Muhammad, G., Hussain, M., Bebisi, G., “Passive copy-

move image forgery detection using undecimated dyadic wavelet 

transform”, 2012, Digital Investigation, 9, (1), pp. 49-57 

 [26]. Yang, J., Ran, P., Tan, J., “Digital Image Forgery Forensics 

by Using Undecimated Dyadic Wavelet Transform and Zernike 

Moments”, Journal of Computational Information Systems, 2013, 

9, (16), pp. 6399-6408 

 [27]. Wu, Y., Deng, Y., Duan, H., Zhou, L., “Digital Dual tree 

complex wavelet transform approach to copy-rotate-move forgery 

detection”, Journal of Computational Information Systems, 2014, 

57, (1), pp. pp.1-12 

 [28]. Kingsbury, N., “A dual-tree complex wavelet transform 

with improved orthogonality and symmetry properties.”, In Image 

Processing, 2000. Proceedings. International Conference on, 2014, 

2, pp. pp.375-378 

 [29]. Bayram, S., Sencar, H.T., Memon, T.N., “An efficient and 

robust method for detecting copy-move forgery”, IEEE 

International Conference on Acoustics, Speech and Signal 

Processing, 2009, pp. 1053-1056 

 [30]. Lin, H.J., Wang, C.W., Kao, Y.T., “Robust Detection of 

Region-Duplication Forgery in Digital Image", Pattern 

Recognition', 2006, 4, pp.746-749 

 [31]. Ling, H., Wang, C., Kao, Y., “Fast copy move forgery 

detection", WSEAS Transactions on Signal Processing, 2009, 5 

(5), pp. 188-197 

 [32]. Huang, Y., Lu, W., Sun, W., Long, D., “Improved DCT 

based detection of copy -move forgery in images”, Forensic 

science international, 2011, 206 (1), pp. 178-184 

 [33]. Wang, H., Wang, H., Shi, C., “An Efficient Passive 

Authentication Scheme for Copy-Move Forgery Based on DCT”, 

International Conference on Cloud Computing and Security', 

2016, pp.417-429 

 [34]. Lee, J., “Digital image enhancement and noise-filtering by 

use of local statistics”, IEEE Transactions on Pattern Analysis and 

Machine Intelligence', 1980, 2, pp.165-168 

 [35]. Wallace, G., “The JPEG still picture compression standard”, 

IEEE Transactions on Consumer Electronics, 1991, 34 (4), pp. 30-

44 

[36]. Reddy, B.S., Chatterji, B.N., “An FFT{based technique for 

translation, rotation, and scale-invariant image registration”, IEEE 

transactions on image processing, 1996,5, (8), pp. 1266-1271 

[37]. Foroosh, H., Zerubia, J.B., Berthod, M., “Extension of phase 

correlation to sub-pixel registration”, IEEE Transactions on Image 

Processing, 2002, 11 (3), pp.188-200 

[38]. Foroosh, H., Zerubia, J.B., Berthod, M., “An automated 

parallel image registration technique based on the correlation of 

wavelet features”, IEEE Transactions on Geoscience and Remote 

Sensing', 2002, 40, (8), pp.1849-1864 

[39]. Amerini, I., Ballan, L., Caldelli, R., Bimbo, A.D., Tongo, 

L.D., Serra, G., “Copy-move forgery detection and localization by 

means of robust clustering with JLinkage”, Signal Processing: 

Image Communication, 28, (6), pp. 659-669 

[40]. Lynch, G., Shih, F.Y., Liao, H.M., “An efficient expanding 

block algorithm for image copy-move forgery detection”, 

Information Sciences, 2013, 239, pp. 253-265 

 [41]. Li, G., Wu, Q., Tu, D., Sun, S., “A sorted neighborhood 

approach for detecting duplicated regions in image forgeries based 

on DWT and SVD", IEEE International Conference on 

Multimedia and Expo, 2007 pp. 1750-1753 

[42]. Gonzalez, R.C., Woods, R.E., “Digital image processing", 

Pearson Education India, 2009. 

[43]. Khotanzad, A., Hong, Y.H., “Invariant image recognition by 

Zernike moments", IEEE Transactions on Pattern Analysis and 

Machine Intelligence, 2009, 12, (5), pp. 489-497 

 [44]. Bashar, M.K., Noda, K., Ohnishi, N., Mori, K., “Exploring 

duplicated regions in natural images", IEEE Transactions on 

Image Processing, 2010, 99, pp. 1-40 

[45]. Klema, V.C., Laub, A.J., “The singular value decomposition: 

Its computation and some applications", IEEE Transactions on 

Automatic Control, 1980, 25, (2), pp.164-176 

 [46]. http://decsai.ugr.es/cvg/dbimagenes/c256.php. 

[47].http://sipi.usc.edu/database/database.php?volume=misc. 


